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VEHICLE IMMOBILIZING DEVICES,
SYSTEMS, AND METHODS

FIELD OF THE INVENTION

The present invention relates generally to vehicles and,
more particularly, to devices, systems and methods for tem-
porarily immobilizing vehicles.

BACKGROUND

Vehicle parking laws are typically enforced by issuing a
summons and placing the summons on a vehicle in violation.
Typically, the vehicle owner is required to pay the fine or
appear in court to contest the summons. Unfortunately, in
many areas, some vehicle owners do not promptly pay fines
that are due and allow summons and fines to accumulate.

One solution to insure payment of such fines is to place an
immobilizing device, often referred to as a clamp or “boot”,
on the wheel of a vehicle currently in violation and/or on the
wheel of a vehicle of a scofflaw with unpaid parking sum-
mons. A conventional wheel boot typically consists of a
clamp that surrounds a vehicle wheel, and is designed to
prevent removal of both itself and the wheel. A conventional
vehicle wheel boot 10 is illustrated in FIGS. 1 and 2. The
illustrated wheel boot 10 includes a base 14 and a pair of
clamping members 16, 18 extending from the base 14.
Clamping member 18 includes a wheel engagement dome 20
that is configured to engage an outer portion of a wheel 12
(FIG. 2). The clamping members 16, 18 are movable relative
to each other from an open position wherein a vehicle wheel
12 can be inserted between the clamping members 16, 18to a
closed position wherein the clamping members engage the
vehicle wheel 12 to prevent the wheel boot 10 from being
removed from the vehicle wheel 12. A latch mechanism (not
illustrated) locks the clamping members in the closed posi-
tion. When attached to a wheel of a vehicle, operation of the
vehicle is virtually impossible since the wheel is no longer
able to roll due to the presence of the wheel boot 10. Other
conventional immobilizing devices are described in Japanese
Patent No. JP 58076348, UK Patent Nos. 3008370 and
3007353, and U.S. Pat. Nos. 1,489,272; 1,530,622; 3,907,
072;4,768,359;5,134,868; 5,315,848; 5,372,018; 5,829,285;
and 5,673,574, the disclosures of which are incorporated
herein by reference in their entireties.

The use of immobilizing devices, such as illustrated in
FIGS. 1-2, has become popular with law enforcement, park-
ing attendants, municipal governments, and the like in the
enforcement of parking and other violations. In use, an
installer places an immobilizing device on a vehicle wheel,
thereby immobilizing the vehicle. Upon returning to the
vehicle, the offender is prompted by a notice placed on the
vehicle (e.g., a sticker on the window, notice under a wind-
shield wiper, etc.) to call the appropriate entity, e.g., the
police, parking authority, or other third party, in order to learn
how to have the immobilizing device removed. The offender
is prompted during the call to make his/her way to the police
station, parking authority, or other third party location. Typi-
cally, the offender is required to pay the fine for a current
violation and any other outstanding fines. Once the offender
has paid all outstanding amounts, the appropriate entity typi-
cally sends someone to remove the immobilizing device from
the vehicle.

Some conventional immobilizing devices may have acom-
bination lock as described, for example, in U.S. Pat. No.
5,829,285, which is incorporated herein by reference in its
entirety. As such, once the offender has paid all outstanding
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amounts, he/she may be given a code forunlocking the immo-
bilizing device. Typically, the person is required to pay a
deposit and then return the immobilizing device to a specified
location in order to receive a refund of the deposit. Unfortu-
nately, the process of contacting a responsible agency, paying
afine, and obtaining an unlocking code or combination can be
time consuming and frustrating to vehicle owners.

SUMMARY

It should be appreciated that this Summary is provided to
introduce a selection of concepts in a simplified form, the
concepts being further described below in the Detailed
Description. This Summary is not intended to identify key
features or essential features of this disclosure, nor is it
intended to limit the scope of the invention.

According to some embodiments of the present invention,
a vehicle immobilizing device includes a lock that locks the
immobilizing device when installed on a vehicle and prevents
unauthorized removal of the immobilizing device from the
vehicle. The immobilizing device also includes a user inter-
face, a memory configured to store an unlock code, and a
processor thatis in communication with the user interface and
memory. The lock has a latch mechanism that is movable
between locked and unlocked positions. The processor con-
trols movement of the latch mechanism from the locked posi-
tion to the unlocked position so that the immobilizing device
can be removed from a vehicle upon determining that an
unlock code input via the user interface matches an unlock
code stored in the device memory.

The uvser interface allows a user to communicate with the
processor and includes a keypad and display. For example, in
some embodiments of the present invention, a person install-
ing the immobilizing device on a vehicle utilizes the user
interface to enter and store an unlock code in the device
memory. Alternatively, the installer utilizes the user interface
to cause the device processor to generate an unlock code and
store the generated code in the device memory.

A vehicle owner desiring to remove the immobilizing
device from his/her vehicle utilizes the user interface to enter
removal authorization information which may cause the pro-
cessor to display an unlock code. Removal authorization
information may include financial payment information and/
or verification that payment has been made for any outstand-
ing debts, fines, etc. For example, a vehicle owner inputs a
code that represents that all outstanding debts/fines have been
paid. In response, an unlock code is displayed to the vehicle
owner via the user interface. The vehicle owner then enters
the displayed unlock code via the keypad of the user interface.
In response, the device processor causes the latch mechanism
to be moved from a locked position to an unlocked position so
that the vehicle immobilizing device can be removed from the
vehicle.

In other embodiments of the present invention, the proces-
sor of an immobilizing device is configured to wirelessly
receive an unlock code from a remote source and store the
unlock code in memory when the immobilizing device is
installed on a vehicle. Such a remote source may be a device
geographically remote from the vehicle immobilizing device,
such as a server or other computing device. Such a remote
source may also include a mobile device carried by an
installer of the immobilizing device, or located in a vehicle of
an installer.

In some embodiments of the present invention, an immo-
bilizing device processor is configured to generate a unique
unlock code and an identification code for the immobilizing
device and store the generated codes in the device memory
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when the immobilizing device is installed on a vehicle. The
processor may generate unlock codes and identification codes
in various ways. For example, in some embodiments, an
immobilizing device may include a clock and the processor
uses time and/or date information from the clock to generate
a unique unlock code and identification code. In other
embodiments, the vehicle immobilizing device may include
an environmental sensor that is configured to obtain environ-
mental condition information (e.g., temperature, humidity,
wind speed, ozone levels, etc.) in a vicinity of the immobiliz-
ing device. The processor uses environmental condition
information obtained from the sensor to generate a unique
unlock code and identification code. In other embodiments,
the immobilizing device may include a Global Positioning
System (GPS) receiver. The processor uses location informa-
tion obtained from the GPS device to generate a unique
unlock code and identification code.

A vehicle immobilizing device, according to some
embodiments of the present invention, may include a trans-
ceiver that is configured to wirelessly communicate with
other devices and/or communications systems. For example,
in some embodiments, the processor is configured to receive
financial payment information from a user (e.g., regarding a
current fine and/or past due fines and/or other violations),
report the financial payment information to a transaction
approval service via the transceiver, receive transaction
approval or denial from the transaction approval service via
the transceiver, and display an unlock code stored in memory
via the display in response to receiving transaction approval.
Alternatively, in response to receiving transaction approval,
the processor may be configured to cause the latch mecha-
nism to be moved from a locked position to an unlocked
position without displaying an unlock code and without
requiring the vehicle owner to enter an unlock code.

In some embodiments, financial payment information may
be input by a user via the user interface, for example, via a
keypad associated with the user interface. In other embodi-
ments, a vehicle immobilizing device may include a slot for
receiving a payment card and a magnetic stripe reader asso-
ciated with the slot. The processor is configured to receive
financial payment information from a magnetic stripe of a
payment card via the magnetic stripe reader.

In other embodiments, a vehicle immobilizing device may
include a near field communication (NFC) reader. The pro-
cessor is configured to receive payment information from an
NFC tag placed in proximity with the near field communica-
tion reader by a user.

In other embodiments, a vehicle immobilizing device may
include a radio-frequency identification (RFID) reader. The
processor is configured to receive payment information from
an RFID tag placed in proximity with the RFID reader by a
user.

According to other embodiments of the present invention,
a vehicle immobilizing device may not have a user interface.
Instead, the immobilizing device processor is configured to
receive an unlock code from a remote source and move the
latch mechanism from the locked position to the unlocked
position so that the vehicle immobilizing device can be
removed from a vehicle when the received unlock code
matches an unlock code stored in memory, for example, in
response to a vehicle owner providing financial payment to a
parking authority or other third party.

According to some embodiments of the present invention,
a system utilized by a parking authority or other third party
includes a plurality of vehicle immobilizing devices, and a
server that is configured to wirelessly communicate with each
of'the immobilizing devices. The server is configured to gen-
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erate a unique unlock code and identification code for a
respective immobilizing device when the immobilizing
device is installed on a vehicle. The server stores the gener-
ated unlock code and identification code, and wirelessly
transmits the unlock code and identification code to the
respective immobilizing device processor for storage in the
immobilizing device memory.

The server may generate an unlock code and/or an identi-
fication code for a respective vehicle immobilizing device in
various ways. For example, in some embodiments of the
present invention, the server generates an unlock code and/or
an identification code for a respective vehicle immobilizing
device via a random number generator. The random number
generator may be associated with the server, with the immo-
bilizing device, or may be associated with another device
geographically remote from the server that the server com-
municates with.

In other embodiments, an immobilizing device includes a
clock and the server generates an unlock code and/or an
identification code for a respective vehicle immobilizing
device using time and/or date information from the clock. In
other embodiments, the server includes a clock and the server
generates an unlock code and/or an identification code for a
respective vehicle immobilizing device using time and/or
date information from the clock.

In other embodiments, a vehicle immobilizing device
includes an environmental sensor that is configured to obtain
environmental condition information (e.g., temperature,
humidity, wind speed, ozone levels, etc.) in a vicinity of the
vehicle immobilizing device. The server uses environmental
condition information obtained from the sensor to generate an
unlock code and/or an identification code for the vehicle
immobilizing device. In other embodiments, a vehicle immo-
bilizing device may include a GPS receiver. The server uses
location information obtained from the GPS receiver to gen-
erate an unlock code and/or an identification code for the
vehicle immobilizing device.

In some embodiments of the present invention, a mobile
code generation device may be utilized by an installer to
generate an unlock code and an identification code for an
immobilizing device when the immobilizing device is
installed on a vehicle. The code generation device wirelessly
communicates with the vehicle immobilizing device and with
a remote server. The code generation device generates an
unlock code and an identification code and transmits the
generated unlock code and identification code to the server
for storage. The code generation device also transmits the
unlock code to the respective immobilizing device processor
for storage in memory.

The code generation device may generate an unlock code
and/or an identification code for a respective vehicle immo-
bilizing device in various ways. For example, in some
embodiments of the present invention, the code generation
device generates an unlock code and/or an identification code
for a respective vehicle immobilizing device via a random
number generator. The random number generator may be
associated with the code generation device, with the immo-
bilizing device, with the server, or may be associated with
another device geographically remote from the code genera-
tion device that the code generation device communicates
with.

In other embodiments, an immobilizing device includes a
clock and the code generation device generates an unlock
code and/or an identification code for a respective vehicle
immobilizing device using time and/or date information from
the clock. In other embodiments, the code generation device
includes a clock and the code generation device generates an
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unlock code and/or an identification code for a respective
vehicle immobilizing device using time and/or date informa-
tion from the clock.

In other embodiments, a vehicle immobilizing device
includes an environmental sensor that is configured to obtain
environmental condition information (e.g., temperature,
humidity, wind speed, ozone levels, etc.) in a vicinity of the
vehicle immobilizing device. The code generation device
uses environmental condition information obtained from the
sensor to generate an unlock code and/or an identification
code for the vehicle immobilizing device. In other embodi-
ments, a vehicle immobilizing device or the code generation
device may include a GPS receiver. The code generation
device uses location information obtained from the GPS
receiver to generate an unlock code and/or an identification
code for the vehicle immobilizing device.

Each vehicle immobilizing device processor is configured
to receive removal authorization information input via a
respective user interface by a user and display an unlock code
stored in memory via the display in response to receiving the
removal authorization information. In some embodiments, a
vehicle immobilizing device processor may be configured to
receive removal authorization information input via a respec-
tive user interface by a user and cause a respective latch
mechanism to be moved from a locked position to an
unlocked position so that the vehicle immobilizing device can
be removed from a vehicle.

In some embodiments of the present invention, one or more
of'the immobilizing devices may include a transceiver that is
configured to wirelessly communicate with other devices
and/or communications systems. For example, in some
embodiments, an immobilizing device processor is config-
ured to receive financial payment information from a user,
report the financial payment information to a transaction
approval service via the transceiver, receive transaction
approval or denial from the transaction approval service via
the transceiver, and display an unlock code stored in memory
via the display in response to receiving transaction approval.
Alternatively, in response to receiving transaction approval,
an immobilizing device processor may be configured to cause
a latch mechanism to move from a locked position to an
unlocked position without displaying an unlock code.

In other embodiments of the present invention, the serveris
configured to send a command to an immobilizing device
processor to cause the immobilizing device processor to
move the latch mechanism from the locked position to the
unlocked position so that the respective vehicle immobilizing
device can be removed from a vehicle.

As described above, in some embodiments of the present
invention, financial payment information may be input by a
user via a user interface of an immobilizing device. In other
embodiments, an immobilizing device may include a slot for
receiving a payment card and a magnetic stripe reader asso-
ciated with the slot. The immobilizing device processor is
configured to receive financial payment information from a
magnetic stripe of a payment card via the magnetic stripe
reader. In other embodiments, an immobilizing device may
include an NFC reader or an RFID reader. The processor is
configured to receive payment information from an NFC
tag/RFID tag placed in proximity with the NFC reader/RFID
reader by a user.

According to other embodiments of the present invention,
asystem utilized by, for example, a parking authority includes
a plurality of vehicle immobilizing devices, and a server
configured to wirelessly communicate with the vehicle
immobilizing devices. The server is configured to generate an
unlock code and an identification code for a respective
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vehicle immobilizing device when the vehicle immobilizing
device is utilized to immobilize a vehicle (i.e., when the
device is installed on a vehicle). The server stores the gener-
ated unlock code and identification code, and transmits the
unlock code to the respective vehicle immobilizing device
processor for storage in memory. Also, the server is config-
ured to send a command to a vehicle immobilizing device
processor to cause the processor to move the respective latch
mechanism from the locked position to the unlocked position
so that the respective immobilizing device can be removed
from a vehicle.

According to some embodiments of the present invention,
a method of immobilizing a vehicle includes immobilizing
the vehicle with an immobilizing device, generating an
unlock code and an identification code for the vehicle immo-
bilizing device, and storing the unlock code in a memory of
the immobilizing device. In some embodiments, the gener-
ated unlock code and identification code are also stored at a
remote location. The immobilizing device includes a lock that
includes a latch mechanism that is movable between locked
and unlocked positions. The processor is in communication
with the memory and controls movement of the latch mecha-
nism from the locked position to the unlocked position. In
some embodiments, the unlock code and identification code
is generated by a mobile electronic device in communication
with the immobilizing device processor.

According to some embodiments of the present invention,
a method of releasing an immobilizing device from a vehicle,
wherein the immobilizing device includes a lock having a
latch mechanism that is movable between locked and
unlocked positions, includes receiving removal authorization
information input via a user interface of the immobilizing
device, and then displaying to a user an unlock code stored in
amemory of the immobilizing device via the user interface in
response to receiving the removal authorization information.
The immobilizing device includes a processor that causes the
latch mechanism to be moved from the locked position to the
unlocked position in response to receiving user input of the
unlock code via the user interface.

According to other embodiments of the present invention,
a method of releasing a vehicle immobilizing device from a
vehicle, wherein the vehicle immobilizing device includes a
lock having a latch mechanism that is movable between
locked and unlocked positions, includes receiving removal
authorization information input via a user interface of the
immobilizing device, and causing the latch mechanism to be
moved from a locked position to an unlocked position via a
processor of the immobilizing device so that the immobiliz-
ing device can be removed from a vehicle.

According to other embodiments of the present invention,
a method of releasing an immobilizing device from a vehicle,
wherein the immobilizing device includes a lock having a
latch mechanism that is movable between locked and
unlocked positions, includes receiving financial payment
information from a user via a user interface of the immobi-
lizing device, reporting the financial payment information to
a transaction approval service via a transceiver of the immo-
bilizing device, receiving transaction approval from the trans-
action approval service via the transceiver, displaying an
unlock code stored in memory to the user via the user inter-
face, and causing the latch mechanism to be moved from the
locked position to the unlocked position via a processor of the
immobilizing device in response to receiving user input of the
unlock code via the user interface.

According to other embodiments of the present invention,
a vehicle immobilizing device includes a lock that prevents
unauthorized removal of the immobilizing device from a
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vehicle, and a user interface. The lock is configured to receive
and store an unlock code during installation of the immobi-
lizing device on a vehicle. The user interface is utilized by an
installer for providing the lock with an unlock code. The user
interface is utilized for subsequently entering the unlock code
to unlock the lock in order to remove the immobilizing device
from a vehicle.

According to some embodiments of the present invention,
a method of immobilizing a vehicle includes immobilizing
the vehicle with an immobilizing device, generating an
unlock code and an identification code for the vehicle immo-
bilizing device, and storing the unlock code in a lock of the
immobilizing device. In some embodiments, the generated
unlock code and identification code are also stored at a remote
location.

It is noted that aspects of the invention described with
respect to one embodiment may be incorporated in a different
embodiment although not specifically described relative
thereto. That is, all embodiments and/or features of any
embodiment can be combined in any way and/or combina-
tion. Applicant reserves the right to change any originally
filed claim or file any new claim accordingly, including the
right to be able to amend any originally filed claim to depend
from and/or incorporate any feature of any other claim
although not originally claimed in that manner. These and
other objects and/or aspects of the present invention are
explained in detail below.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, which form a part of the
specification, illustrate various embodiments of the present
invention. The drawings and description together serve to
fully explain embodiments of the present invention.

FIG. 1 is a perspective view of a conventional vehicle
wheel boot.

FIG. 2 illustrates the vehicle wheel boot of FIG. 1 attached
to a wheel of a vehicle so as to immobilize the vehicle.

FIG. 3 is a block diagram that illustrates vehicle immobi-
lizing devices according to various embodiments of the
present invention.

FIG. 4A is a perspective view of a vehicle immobilizing
device, according to some embodiments of the present inven-
tion.

FIG. 4B is a partial elevation view of the vehicle immobi-
lizing device of FIG. 4A illustrating a user interface for com-
municating with an internal processor, according to some
embodiments of the present invention.

FIG. 4C is a partial elevation view of the vehicle immobi-
lizing device of FIG. 4 A illustrating a user interface according
to other embodiments of the present invention.

FIG. 4D is a partial elevation view of the vehicle immobi-
lizing device of FIG. 4 A illustrating a user interface according
to other embodiments of the present invention.

FIG. 5A is a perspective view of a vehicle immobilizing
device, according to some embodiments of the present inven-
tion.

FIG. 5B is a top plan view of the vehicle immobilizing
device of FIG. 5A engaging a vehicle wheel prior to being
locked.

FIG. 5C is a top plan view of the vehicle immobilizing
device of FIG. 5A engaging a vehicle wheel and in a locked
configuration.

FIG. 6 is a block diagram of a vehicle immobilizing device
system, according to some embodiments of the present inven-
tion.
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FIG. 7 is a block diagram that illustrates details of an
exemplary processor and memory that may be used to imple-
ment various functions of a vehicle immobilizing device,
according to some embodiments of the present invention.

FIG. 8 is a block diagram that illustrates details of an
exemplary processor and memory that may be used to imple-
ment various functions of a server that is configured to com-
municate with a plurality of vehicle immobilizing devices,
according to some embodiments of the present invention.

FIG. 9 is a block diagram that illustrates details of an
exemplary processor and memory that may be used to imple-
ment various functions of a a code generation device, accord-
ing to some embodiments of the present invention.

DETAILED DESCRIPTION

The present invention will now be described more fully
hereinafter with reference to the accompanying figures, in
which embodiments of the invention are shown. This inven-
tion may, however, be embodied in many different forms and
should not be construed as limited to the embodiments set
forth herein. Like numbers refer to like elements throughout.
In the figures, certain components or features may be exag-
gerated for clarity. In addition, the sequence of operations (or
steps) is not limited to the order presented in the claims unless
specifically indicated otherwise.

It will be understood that when a feature or element is
referred to as being “on” another feature or element, it can be
directly on the other feature or element or intervening features
and/or elements may also be present. In contrast, when a
feature or element is referred to as being “directly on” another
feature or element, there are no intervening features or ele-
ments present. It will also be understood that, when a feature
or element is referred to as being “connected”, “attached” or
“coupled” to another feature or element, it can be directly
connected, attached or coupled to the other feature or element
or intervening features or elements may be present. In con-
trast, when a feature or element is referred to as being
“directly connected”, “directly attached” or “directly
coupled” to another feature or element, there are no interven-
ing features or elements present. Although described or
shown with respect to one embodiment and/or figure, the
features and elements so described or shown can apply to
other embodiments and/or figures.

The terminology used herein is for the purpose of describ-
ing particular embodiments only and is not intended to be
limiting of the invention. As used herein, the singular forms
“a”, “an” and “the” are intended to include the plural forms as
well, unless the context clearly indicates otherwise. It will be
further understood that the terms “comprises” and/or “com-
prising,” when used in this specification, specify the presence
of'stated features, steps, operations, elements, and/or compo-
nents, but do not preclude the presence or addition of one or
more other features, steps, operations, elements, components,
and/or groups thereof. As used herein, the term “and/or”
includes any and all combinations of one or more of the
associated listed items and may be abbreviated as “/”. As used
herein, phrases such as “between X and Y and “between
about X and Y” should be interpreted to include X and Y. As
used herein, phrases such as “between about X and Y”” mean
“between about X and about Y. As used herein, phrases such
as “from about X to Y mean “from about X to about Y.”

Spatially relative terms, such as “under”, “below”,
“lower”, “over”, “upper” and the like, may be used herein for
ease of description to describe one element or feature’s rela-
tionship to another element(s) or feature(s) as illustrated in
the Figures. It will be understood that the spatially relative
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terms are intended to encompass different orientations of a
device in use or operation in addition to the orientation
depicted in the Figures. For example, ifa device in the Figures
is inverted, elements described as “under” or “beneath” other
elements or features would then be oriented “over” the other
elements or features. Thus, the exemplary term “under” can
encompass both an orientation of over and under. The device
may be otherwise oriented (rotated 90 degrees or at other
orientations) and the spatially relative descriptors used herein
interpreted accordingly. Similarly, the terms “upwardly”,
“downwardly”, “vertical”, “horizontal” and the like are used
herein for the purpose of explanation only unless specifically
indicated otherwise.

It will be understood that although the terms first and
second are used herein to describe various features or ele-
ments, these features or elements should not be limited by
these terms. These terms are only used to distinguish one
feature or element from another feature or element. Thus, a
first feature or element discussed below could be termed a
second feature or element, and similarly, a second feature or
element discussed below could be termed a first feature or
element without departing from the teachings of the present
invention.

Unless otherwise defined, all terms (including technical
and scientific terms) used herein have the same meaning as
commonly understood by one of ordinary skill in the art to
which this invention belongs. It will be further understood
that terms, such as those defined in commonly used dictio-
naries, should be interpreted as having a meaning that is
consistent with their meaning in the context of the specifica-
tion and relevant art and should not be interpreted in an
idealized or overly formal sense unless expressly so defined
herein. Well-known functions or constructions may not be
described in detail for brevity and/or clarity.

The term “latch mechanism”, as used herein, refers to any
type of mechanical element, electromechanical element, or
electronic element associated with a lock of a vehicle immo-
bilizing device, which causes the lock to be “locked” and
“unlocked”. When a vehicle immobilizing device lock is
locked, the immobilizing device is unremovable from a
vehicle. Conversely, when a vehicle immobilizing device
lock is unlocked, the immobilizing device is removable from
a vehicle.

Some embodiments of the present invention are directed to
a “smart” vehicle immobilizing device that allows a person
whose vehicle has been fitted with such a device to make a
payment of the amount that is owed via the immobilizing
device. A person whose vehicle has been immobilized can
interact with the immobilizing device to find out how much is
owed for current and/or past due fines/debts and then pay the
amount via, for example, a credit card. The person is also
given a code for unlocking the device via a user interface
associated with the immobilizing device. The user interface
may also provide instructions to the person as to where to
return the immobilizing device.

In some embodiments of the present invention, the amount
of a fine/debt that is owed can be programmed into the immo-
bilizing device by a person installing the immobilizing device
on a vehicle. The amount of a fine/debt owed can also be
remotely programmed into the immobilizing device, for
example, from the location of a police station, parking author-
ity, or other third party, etc.

Referring now to FIG. 3, a vehicle immobilizing device
100, according to some embodiments of the present invention
is illustrated. The immobilizing device 100 includes a lock
102 configured to lock the immobilizing device and prevent
unauthorized removal of the immobilizing device from a

10

15

20

25

30

35

40

45

50

55

60

10

vehicle. The lock 102 has a latch mechanism that is movable
between locked and unlocked positions. Various types of
locks and latch mechanisms may be utilized in accordance
with embodiments of the present invention, without limita-
tion. An exemplary electromechanical locking mechanism
that may be incorporated into immobilizing devices in accor-
dance with embodiments of the present invention is described
in U.S. Pat. No. 6,337,618, which is incorporated herein by
reference in its entirety. Exemplary electronic locks that may
be incorporated into immobilizing devices in accordance
with embodiments of the present invention are described in
U.S. Pat. Nos. 8,093,986; 7,193,503; and 5,894,277, which
are incorporated herein by reference in their entireties. How-
ever, embodiments of the present invention are not limited to
any particular type of lock or latch mechanism.

Still referring to FIG. 3, an immobilizing device 100
includes a memory 106 that is configured to store an unlock
code and a processor 104 that is in communication with the
device memory 106. The processor 104 controls movement of
the latch mechanism from the locked position to the unlocked
position so that the immobilizing device 100 can be removed
from a vehicle upon determining that an unlock code input via
the user interface 108 matches an unlock code stored in the
memory 106, as will be described in further detail below.

In some embodiments of the present invention, an immo-
bilizing device 100 includes a user interface 108. The device
processor 104 is in communication with the user interface 108
and is configured to display information to a user via the user
interface 108 and to receive information input by a user via
the user interface 108. An exemplary user interface 108 incor-
porated into an immobilizing device 100 is illustrated in
FIGS. 4A-4B. The illustrated user interface 108 includes a
keypad 109 and a display 111 (FIG. 4B) that allows a user to
communicate with the processor 104. For example, in some
embodiments of the present invention, a person installing an
immobilizing device 100 on a vehicle utilizes the user inter-
face 108 to enter and store an unlock code in the immobilizing
device memory 106, or utilizes the user interface 108 to cause
the processor 104 to generate an unlock code and store the
generated code in memory 106. The display 111 may be a
Liquid Crystal Display (LCD) module, or any other low
power consumption display device. Various types of displays
may be utilized in accordance with embodiments of the
present invention, without limitation. Moreover, various
types of user interfaces may be utilized in accordance with
embodiments of the present invention, without limitation.
Embodiments of the present invention are not limited to any
particular type of user interface.

A vehicle owner desiring to remove an immobilizing
device 100 from his/her vehicle utilizes the user interface 108
to enter removal authorization information which may cause
the device processor 104 to display an unlock code. The user
inputs the displayed unlock code via the user interface 108,
for example, via the keypad 109, to unlock the immobilizing
device 100. For example, in the illustrated embodiment,
“A7402” is displayed in the display of user interface 108,
which may represent an unlock code displayed by the proces-
sor 104 in response to removal authorization information
input by a vehicle owner. The vehicle owner can enter this
unlock code via the keypad 109 to unlock the immobilizing
device 100.

Embodiments of the present invention are not limited to the
user interface 108 of FIGS. 4A and 4B. Various other types of
user interfaces may be utilized, without limitation. In some
embodiments of the present invention, an immobilizing
device 100 user interface may not include a display. For
example, FIG. 4C illustrates an immobilizing device having a



US 9,156,436 B2

11

dial 1084 as a user interface, and FIG. 4D illustrates an
immobilizing device 100 having a keypad 108k as a user
interface.

In other embodiments of the present invention, the device
processor 104 may be configured to cause movement of the
latch mechanism from a locked position to an unlocked posi-
tion so that the vehicle immobilizing device can be removed
from a vehicle in response to removal authorization informa-
tion being input via the user interface 108 by a user.

In some embodiments of the present invention, an immo-
bilizing device 100 may include a lock 102 that is configured
to store an unlock code generated at the time of installation of
the device by an installer. An installer of the immobilizing
device enters a unique unlock code (e.g., the date when the
immobilizing device 100 is installed on a vehicle, etc.) via a
user interface (e.g., user interface 108, 1084, 108%). The lock
102 is configured to remember the unlock code entered by the
installer. The installer submits the entered unlock code along
with an identification code for the immobilizing device 100 to
a third party (e.g., the police, a parking authority, a munici-
pality, etc.). To unlock the lock 102, a vehicle owner obtains
the entered unlock code from the third party (e.g., the police,
a parking authority, a municipality, etc.) after paying any
outstanding fines/debts and enters the unlock code via the
user interface (e.g., user interface 108, 1084, 108%).

Referring back to FIG. 3, according to some embodiments
of the present invention, a vehicle immobilizing device 100
may include a clock 110. The clock 110 may facilitate the
generation of an unlock code and/or an identification code for
an immobilizing device 100 at the time of installation of the
immobilizing device on a vehicle. For example, the device
processor 104 may use time and/or date information from the
clock 110 to generate an unlock code, which is then stored in
memory 106 and also communicated to a remotely located
server 200 (FIG. 6) of a parking authority or other third party,
as described below. This allows for a unique unlock code
and/or identification code to be generated in real time and on
the fly, thereby eliminating the need for pre-existing codes to
be assigned for a particular immobilizing device.

According to some embodiments of the present invention,
a vehicle immobilizing device 100 may include a Global
Positioning System (GPS) receiver 112. In addition to pro-
viding location information (e.g., latitude and longitude
information) for an immobilizing device (i.e., where a vehicle
is located on which the immobilizing device is installed), the
GPS receiver 112 may facilitate the generation of an unlock
code and/or an identification code for an immobilizing device
100 at the time of installation of the immobilizing device on
a vehicle. For example, the processor 104 may use location
information from the GPS receiver 112 to generate an unlock
code, which is then stored in memory 106 and also commu-
nicated to a remotely located server 200 (FIG. 6) of a parking
authority or other third party, as described below. This allows
for a unique unlock code and/or identification code to be
generated in real time and on the fly, thereby eliminating the
need for pre-existing codes to be assigned for a particular
immobilizing device.

According to some embodiments of the present invention,
a vehicle immobilizing device 100 may include one or more
environmental sensors 114 configured to obtain environmen-
tal condition information in a vicinity of the vehicle immo-
bilizing device 100 when installed on a vehicle. Exemplary
environmental sensors that may be utilized in accordance
with embodiments of the present invention include, but are
not limited to, sensors configured to detect and/or measure
one or more of the following types of environmental infor-
mation: humidity level, temperature, barometric pressure,
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ozone level, carbon monoxide level, carbon dioxide level,
airborne pollution, wind speed and/or direction, noise pollu-
tion, etc. The processor 104 uses environmental condition
information obtained from the one or more environmental
sensors 114 to generate an unlock code, which is then stored
in memory 106 and also communicated to a remotely located
server 200 (FIG. 6) of a parking authority or other third party,
as described below. This allows for a unique unlock code
and/or identification code to be generated in real time and on
the fly, thereby eliminating the need for pre-existing codes to
be assigned for a particular immobilizing device.

According to some embodiments of the present invention,
a vehicle immobilizing device 100 may include a transceiver
116 (i.e., a combination transmitter/receiver) that is config-
ured to wirelessly communicate with other devices and/or
communications systems. For example, in some embodi-
ments of the present invention, an immobilizing device pro-
cessor 104 is configured to receive financial payment infor-
mation from a user, report the financial payment information
to a transaction approval service via the transceiver 116, and
receive transaction approval or denial from the transaction
approval service via the transceiver 116. The device processor
104 displays an unlock code stored in memory 106 via the
user interface 108 in response to receiving transaction
approval. The transceiver 116 is also utilized to transmit an
unlock code and identification code generated by an immo-
bilizing device processor 104 at the time of installation of the
immobilizing device on a vehicle to a remotely located server
200 (FIG. 6) of a parking authority or other third party, as
described below. In some embodiments of the present inven-
tion, the transceiver 116 is utilized to receive an unlock code
generated remotely by a server 200 (FIG. 6) of a parking
authority or other third party, or by a code generation device
400, as described below.

An immobilizing device 100, according to embodiments of
the present invention, may communicate wirelessly via trans-
ceiver 116 with a remote server and/or other devices via RF
communications, Bluetooth® communications, pulsed mag-
netic or electric fields, infrared signals or any other forms of
wireless transmission.

According to some embodiments of the present invention,
a vehicle immobilizing device 100 may be configured to
conduct financial transactions with a user. For example, an
immobilizing device 100 may be configured to receive finan-
cial payment information from a user, such as a vehicle
owner, forward the financial payment information to a trans-
action approval service, and receive a response from the
transaction approval service, e.g., either transaction approval
or disapproval. In some embodiments, financial payment
information may be input by a user via the user interface 108
of'an immobilizing device. For example, a user may enter a
credit card number (or a debit card number, etc.) via the
keypad 109 (FIG. 4B) of user interface 108. In other embodi-
ments of the present invention, an immobilizing device 100
may have a slot for receiving a payment card and a magnetic
stripe reader 118 associated with the slot. The device proces-
sor 104 is configured to receive financial payment informa-
tion from a magnetic stripe of a payment card via the mag-
netic stripe reader 118. Using the transceiver 116, the
processor 104 forwards financial payment information
obtained from a payment card via the magnetic stripe reader
118 to a transaction approval service, and receives a response
from the transaction approval service, e.g., either transaction
approval or disapproval.

Immobilizing devices 100, according to embodiments of
the present invention, may utilize any type of technology for
receiving financial payment information from users. For
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example, in some embodiments, a vehicle immobilizing
device 100 may include a near field communication (NFC)
reader 120 that is configured to obtain information from an
NFC tag placed in proximity therewith. NFC is a short-range
wireless connectivity standard (Ecma-340, ISO/IEC 18092)
that uses magnetic field induction to enable communication
between devices when they’re touched together, or brought
within close proximity (e.g., a few centimeters, etc.) of each
other.

In other embodiments of the present invention, a vehicle
immobilizing device 100 may include a radio-frequency
identification (RFID) reader 122 that is configured to obtain
information from an RFID tag placed in proximity therewith.
An RFID tag is a specially designed electronic tag, which is
typically implemented as the combination of a computer chip
and an antenna, that is placed on, or embedded in, an object.
RFID tags work in conjunction with an RFID reader, which
typically includes a transceiver and an antenna. The RFID
reader transmits a signal that may be used to: (a) energize or
“excite” an RFID tag, and (b) receive and demodulate and/or
decode information that is transmitted by the energized RFID
tag.

Embodiments of the present invention are not limited to
any particular type of vehicle immobilizing device 100. For
example, conventional “wheel boot” immobilizing devices
that are physically attached to a vehicle wheel, such as illus-
trated in FIG. 4A may be modified to include various func-
tions of the present invention illustrated in FIG. 3. In addition,
immobilizing devices 100 that impede vehicle motion, but are
not physically attached to a vehicle, may also be utilized, such
as illustrated in FIGS. 5A-5C, in various embodiments of the
present invention. Conventional immobilizing devices
described, for example, in U.S. Pat. Nos. 5,829,285; 5,333,
477, 5,437,171, 6,032,497, 6,360,571, and 6,662,607, which
are incorporated herein by reference in their entireties, can be
modified to include various functions of embodiments of the
present invention.

The immobilizing device 100 of FIGS. SA-5C is config-
ured to surround a vehicle wheel 12 without being physically
attached thereto. The illustrated immobilizing device 100
includes an elongated frame 150 having opposite end portions
150a, 1505. The frame 150 is movable between a first con-
figuration (FIG. 5B) and a second configuration (FIG. 5C). In
the first configuration illustrated in FIG. 5B, the frame 150 is
elongated sufficiently to allow the immobilizing device 100 to
be installed around a vehicle wheel 12. In the second configu-
ration, the frame 150 is collapsed such that the immobilizing
device 100 snugly surrounds a vehicle wheel 12 and such that
the immobilizing device 100 cannot be removed therefrom.

The illustrated immobilizing device 100 includes a pair of
opposing end walls 152, each located at a respective end
portion 150a, 1505 of the frame 150. Each end wall 152 has
an edge portion 1524 angled inwardly, as illustrated. As such,
when the frame 150 is in the collapsed configuration of FI1G.
5C, the edge portions 152a prevent the immobilizing device
100 from being removed from a wheel 12. In addition, each
end wall 152 has a height such that a vehicle wheel 12 cannot
be raised enough (e.g., by raising the vehicle via a vehicle
jack) to be removed from the immobilizing device 100.

The illustrated immobilizing device 100 also includes a
restraining arm 154 extending upwardly from the frame 150.
The restraining arm 154 is configured to be in adjacent,
closely spaced-apart relationship with a vehicle wheel 12 and
to prevent access to the wheel lug nuts. By preventing access
to the lug nuts, the restraining arm 154 prevents removal of a
vehicle wheel from a vehicle. A lock 102 is configured to lock
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the frame 150 of the immobilizing device 100 in the collapsed
configuration (FIG. 5C) and to lock the restraining arm 154 in
place.

A user interface 108 is positioned below the restraining
arm 14, as illustrated, and is configured to allow a user to
interact with the immobilizing device 100, as described
above. The immobilizing device 100 of FIGS. 5A-5C also
includes a processor, 104 and memory 106, as described
above.

Referring to FIG. 6, a vehicle immobilizing device system
200 that can be utilized, for example, by a parking authority,
municipality, or other third party, is illustrated. The system
200 includes a plurality of vehicle immobilizing devices
(VIDs) 100 and a server 300 that is configured to wirelessly
communicate with each of the immobilizing devices 100 via
a wireless communication network 400.

In some embodiments of the present invention, the server
300 is configured to generate an unlock code and an identifi-
cation code for a respective immobilizing device 100 when
the immobilizing device 100 is installed on a vehicle. The
server 300 stores the generated unlock code and identification
code, and wirelessly transmits the unlock code to the respec-
tive immobilizing device processor 104 for storage in the
immobilizing device memory 106.

The server 300 may generate an unlock code and/or an
identification code for a respective vehicle immobilizing
device 100 in various ways. For example, in some embodi-
ments of the present invention, the server 300 generates an
unlock code and/or an identification code for a respective
vehicle immobilizing device 100 via a random number gen-
erator. The random number generator may be associated with
the server 300, with the immobilizing device 100, or may be
associated with another device geographically remote from
the server 300 that the server 300 communicates with.

In other embodiments, an immobilizing device 100 (or the
server 300) includes a clock 110 and the server 300 generates
anunlock code and/or an identification code for the respective
vehicle immobilizing device using time and/or date informa-
tion from the clock 110. In other embodiments and as
described above, a vehicle immobilizing device 100 may
include an environmental sensor 114 that is configured to
obtain environmental condition information (e.g., tempera-
ture, humidity, wind speed, ozone levels, etc.) in a vicinity of
the vehicle immobilizing device 100. The server 300 uses
environmental condition information obtained from the sen-
sor 114 to generate an unlock code and/or an identification
code for the vehicle immobilizing device 100. In other
embodiments and as described above, a vehicle immobilizing
device 100 may include a GPS receiver 112. The server 300
uses location information obtained from the GPS receiver 112
to generate an unlock code and/or an identification code for
the vehicle immobilizing device 100.

In some embodiments, one or more of the immobilizing
devices 100 in the system 200 are configured to generate an
unlock code and an identification code at the time the immo-
bilizing device 100 is installed on a vehicle, store the gener-
ated unlock code in memory 106, and then transmit the
unlock code and identification code to the server 300. As
described above, a respective immobilizing device processor
104 may generate unlock codes in various ways. For example,
in some embodiments, an immobilizing device 100 may
include a clock 110 and the device processor 104 uses time
and/or date information from the clock 110 to generate an
unlock code. In other embodiments, an immobilizing device
100 may include an environmental sensor 114 that is config-
ured to obtain environmental condition information in a
vicinity of the immobilizing device 100. The device processor
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104 uses environmental condition information obtained from
the sensor 114 to generate an unlock code. In other embodi-
ments, an immobilizing device 100 may include a GPS
receiver 112. The device processor 104 uses location infor-
mation obtained from the GPS device 112 to generate an
unlock code.

In some embodiments of the present invention, a mobile
code generation device 500 may be utilized by an installer to
generate an unlock code and an identification code for an
immobilizing device 100 when the immobilizing device 100
is installed on a vehicle. The code generation device 500 may
be a portable electronic device or may be an electronic device
mounted within a vehicle of an installer. In some embodi-
ments of the present invention, a code generation device 500
may be implemented via a smart phone executing an appli-
cation. The code generation device 500 generates an unlock
code and an identification code and wirelessly transmits the
generated unlock code and identification code to the server
300 for storage. The code generation device 500 also trans-
mits the unlock code to the respective immobilizing device
processor 104 for storage in the device memory 106.

The code generation device 500 may generate an unlock
code and/or an identification code for a respective vehicle
immobilizing device 100 in various ways. For example, in
some embodiments of the present invention, the code genera-
tion device 500 generates an unlock code and/or an identifi-
cation code for a respective vehicle immobilizing device 100
via a random number generator. The random number genera-
tor may be associated with the code generation device 500,
with the server 300, with the immobilizing device 100, or may
be associated with another device geographically remote
from the code generation device 500 that the code generation
device 500 communicates with.

In other embodiments, an immobilizing device 100
includes a clock 110 and the code generation device 500
generates an unlock code and/or an identification code for a
respective vehicle immobilizing device 100 using time and/or
date information from the clock 110. In other embodiments, a
vehicle immobilizing device 100 includes an environmental
sensor 114 that is configured to obtain environmental condi-
tion information in a vicinity of the vehicle immobilizing
device 100. The code generation device 500 uses environ-
mental condition information obtained from the sensor 114 to
generate an unlock code and/or an identification code for the
vehicle immobilizing device 100. In other embodiments, a
vehicle immobilizing device 100 (or the code generation
device 500) may include a GPS receiver 112. The code gen-
eration device 500 uses location information obtained from
the GPS receiver 112 to generate an unlock code and/or an
identification code for the vehicle immobilizing device 100.

The system 200 of FIG. 6 may include a mixture of types of
immobilizing devices. For example, some immobilizing
devices 100 may be conventional wheel boot-type immobi-
lizing devices (e.g., immobilizing device 100 of FIG. 4A),
and some immobilizing devices 100 may be configured to
immobilize a vehicle in other ways (e.g., immobilizing device
100 of FIGS. 5A-5C). In addition, the system 200 may
include a mixture of immobilizing devices 100 that can gen-
erate unlock codes and identification codes and immobilizing
devices 100 that cannot generate unlock codes and identifi-
cation codes. In addition, some of the immobilizing devices
100 in the system 200 may be configured to conduct financial
transactions, as described above, and some of the immobiliz-
ing devices 100 may not be configured to conduct financial
transactions.

In some embodiments of the present invention, a user may
communicate with the server 300 via a respective immobiliz-
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ing device 100 and obtain additional information. For
example, a user may inquire about past due fines/debts, and
may obtain information about what to do with an immobiliz-
ing device 100 when removed from a vehicle.

FIG. 7 illustrates an exemplary processor 104 and memory
106 of an immobilizing device 100, according to some
embodiments of the present invention. The processor 104
communicates with the memory 106 via an address/data bus
130. The processor 104 may be, for example, a commercially
available or custom microprocessor. The memory 106 is rep-
resentative of the overall hierarchy of memory devices con-
taining the software and data used to implement various func-
tions of a vehicle immobilizing device 100 as described
herein. The memory 106 may include, butis not limited to, the
following types of devices: cache, ROM, PROM, EPROM,
EEPROM, flash, SRAM, and DRAM.

As shown in FIG. 7, the memory 106 may hold various
categories of software and data: an operating system 132, a
latch control module 134, an unlock code generation module
136, and unlock code matching module 138, a device removal
authorization module 140, and a financial payment module
142. It is understood that an immobilizing device 100 accord-
ing to embodiments of the present invention may not have all
of the functionality illustrated in FIG. 7. For example, an
immobilizing device in accordance with some embodiments
of the present invention may not be configured to handle
financial transactions and, accordingly, may not have a finan-
cial payment module 142.

The operating system 132 controls operations of a vehicle
immobilizing device 100. In particular, the operating system
406 may manage the resources of a vehicle immobilizing
device 100 and may coordinate execution of various pro-
grams (e.g., the latch control module 134, unlock code gen-
eration module 136, unlock code matching module 138,
device removal authorization module 140, financial payment
module 142, etc.) by the processor 104.

The latch control module 134 comprises logic for causing
the latch mechanism of an immobilizing device lock 102 to be
moved between locked and unlocked positions upon receipt
of'some authorization (e.g., financial payment approval, etc.).
The unlock code generation module 136 comprises logic for
generating an unlock code and an identification code for an
immobilizing device 100 (e.g., via a random number genera-
tor, via a clock, via location information from a GPS receiver,
via environmental condition information from an environ-
mental sensor, etc.) at the time of installation of the immobi-
lizing device 100 on a vehicle. The unlock code matching
module 138 comprises logic for determining if an unlock
code input by a user via user interface 108, or received from
a server 300 (FIG. 6), matches an unlock code stored in
memory 106. The device removal authorization module 140
comprises logic for determining if information input by a user
via user interface 108, or received from server 300, is valid so
as to allow removal of an immobilizing device 100 from a
vehicle. The financial payment module 142 comprises logic
for receiving financial payment information from a user, such
as a vehicle owner, forwarding the financial payment infor-
mation to a transaction approval service, and receiving a
response from the transaction approval service, e.g., either
transaction approval or disapproval.

FIG. 8 illustrates an exemplary processor 104 and memory
106 of a server 300 (FIG. 6), according to some embodiments
of the present invention. The processor 304 communicates
with the memory 306 via an address/data bus 302. The pro-
cessor 304 may be, for example, a commercially available or
custom microprocessor. The memory 306 is representative of
the overall hierarchy of memory devices containing the soft-
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ware and data used to implement various functions of a server
300 as described herein. The memory 306 may include, but is
not limited to, the following types of devices: cache, ROM,
PROM, EPROM, EEPROM, flash, SRAM, and DRAM.

As shown in FIG. 8, the memory 306 may hold various
categories of software and data: an operating system 308, a
vehicle immobilizing device (VID) communication module
310, an unlock code/identification code generation module
312, and a financial transaction module 314. The operating
system 308 controls operations of a server 300. In particular,
the operating system 308 may manage the resources of a
server 300 and may coordinate execution of various programs
(e.g., vehicle immobilizing device (VID) communication
module 310, unlock code/identification code generation
module 312, financial transaction module 314, etc.) by the
processor 304.

The VID communication module 310 comprises logic for
communicating with immobilizing devices 100 including
transmitting data to immobilizing devices 100 and receiving
data from immobilizing devices 100. The unlock code/iden-
tification code generation module 312 comprises logic for
generating an unlock code and an identification code for an
immobilizing device 100 at the time of installation of the
immobilizing device 100 on a vehicle. The financial transac-
tion module 314 comprises logic for receiving financial pay-
ment information from a user, such as a vehicle owner, for-
warding the financial payment information to a transaction
approval service, and receiving a response from the transac-
tion approval service, e.g., either transaction approval or dis-
approval.

FIG. 9 illustrates an exemplary processor 504 and memory
506 of a code generation device 500 (FIG. 6), according to
some embodiments of the present invention. The processor
504 communicates with the memory 506 via an address/data
bus 502. The processor 504 may be, for example, a commer-
cially available or custom microprocessor. The memory 506
is representative of the overall hierarchy of memory devices
containing the software and data used to implement various
functions ofa code generation device 500 as described herein.
The memory 506 may include, but is not limited to, the
following types of devices: cache, ROM, PROM, EPROM,
EEPROM, flash, SRAM, and DRAM.

As shown in FIG. 9, the memory 506 may hold various
categories of software and data: an operating system 508, a
vehicle immobilizing device (VID)/server communication
module 510, and an unlock code/identification code genera-
tion module 512. In particular, the operating system 508 may
manage the resources of a code generation device 500 and
may coordinate execution of various programs (e.g., VID/
server communication module 510, unlock code/identifica-
tion code generation module 512, etc.) by the processor 504.

The VID/server communication module 510 comprises
logic for communicating between the code generation device
and the immobilizing devices 100, and communicating
between the code generation device and the server 300. The
unlock code/identification code generation module 512 com-
prises logic for generating an unlock code and an identifica-
tion code for an immobilizing device 100 at the time of
installation of the immobilizing device 100 on a vehicle.

Computer program code for carrying out operations of
processors 104, 304 and 504 discussed herein may be written
in a high-level programming language, such as Python, Java,
AJAX (Asynchronous JavaScript), C, and/or C++, for devel-
opment convenience. In addition, computer program code for
carrying out operations of exemplary embodiments of the
present invention may also be written in other programming
languages, such as, but not limited to, interpreted languages.
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Some modules may be written in assembly language or even
micro-code to enhance performance and/or memory usage.
However, embodiments of the present invention are not lim-
ited to a particular programming language. It will be further
appreciated that the functionality of any or all of the program
modules may also be implemented using discrete hardware
components, one or more application specific integrated cir-
cuits (ASICs), or a programmed digital signal processor or
microcontroller.

The foregoing is illustrative of the present invention and is
not to be construed as limiting thereof. Although a few exem-
plary embodiments of this invention have been described,
those skilled in the art will readily appreciate that many
modifications are possible in the exemplary embodiments
without materially departing from the novel teachings and
advantages of this invention. Accordingly, all such modifica-
tions are intended to be included within the scope of this
invention as defined in the claims. The invention is defined by
the following claims, with equivalents of the claims to be
included therein.

That which is claimed is:

1. A vehicle immobilizing device configured to impede
vehicle motion, comprising:

a lock having a latch mechanism that is movable between
locked and unlocked positions, wherein the latch mecha-
nism locks the vehicle immobilizing device and prevents
unauthorized removal of the vehicle immobilizing
device from a vehicle;

a user interface comprising a display;

memory configured to store an unlock code; and

a processor in communication with the user interface and
memory, wherein the processor is configured to wire-
lessly receive an unlock code from a remote source and
store the unlock code in the memory, wherein the pro-
cessor is configured to receive removal authorization
information input via the user interface and display the
unlock code stored in memory via the display in
response to receiving the removal authorization infor-
mation, wherein the processor controls movement of the
latch mechanism from the locked position to the
unlocked position so that the vehicle immobilizing
device can be removed from a vehicle in response to user
entry of the displayed unlock code via the user interface.

2. The vehicle immobilizing device of claim 1, wherein the
processor is configured to receive an unlock code via the user
interface and store the unlock code in memory.

3. The vehicle immobilizing device of claim 1, wherein the
user interface comprises a touch screen display.

4. The vehicle immobilizing device of claim 1, wherein the
user interface comprises a keypad.

5. The vehicle immobilizing device of claim 1, wherein the
processor generates an unlock code and stores the unlock
code in memory when the vehicle immobilizing device is
utilized to immobilize a vehicle.

6. The vehicle immobilizing device of claim 1, further
comprising a transceiver, and wherein the processor is con-
figured to:

receive financial payment information;

report the financial payment information to a transaction
approval service via the transceiver;

receive transaction approval or denial from the transaction
approval service via the transceiver; and

display an unlock code stored in memory via the display in
response to receiving transaction approval.

7. The vehicle immobilizing device of claim 1, wherein the

vehicle immobilizing device comprises:

a base; and
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a pair of clamping members extending from the base,
wherein the clamping members are movable relative to
each other from an open position wherein a vehicle
wheel can be inserted between the clamping members to
a closed position wherein the clamping members engage
the vehicle wheel to prevent the vehicle immobilizing
device from being removed from the vehicle wheel, and
wherein the latch mechanism locks the clamping mem-
bers in the closed position.

8. The vehicle immobilizing device of claim 5, further
comprising a clock, and wherein the unlock code is generated
using time and/or date information from the clock.

9. The vehicle immobilizing device of claim 5, further
comprising an environmental sensor configured to obtain
environmental condition information in a vicinity of the
vehicle immobilizing device, and wherein the unlock code is
generated using environmental condition information from
the environmental sensor.

10. The vehicle immobilizing device of claim 5, further
comprising a Global Positioning System (GPS) receiver, and
wherein the unlock code is generated using location informa-
tion from the GPS receiver.

11. The vehicle immobilizing device of claim 6, wherein
the processor is configured to receive financial payment infor-
mation input via the user interface.

12. The vehicle immobilizing device of claim 6, further
comprising a slot for receiving a payment card and a magnetic
stripe reader associated with the slot, and wherein the proces-
sor is configured to receive financial payment information
from a magnetic stripe of a payment card via the magnetic
stripe reader.

13. The vehicle immobilizing device of claim 6, further
comprising a near field communication (NFC) reader, and
wherein the processor is configured to receive payment infor-
mation from an NFC tag in proximity with the near field
communication reader.

14. The vehicle immobilizing device of claim 6, further
comprising a radio-frequency identification (RFID) reader,
and wherein the processor is configured to receive payment
information from an RFID tag in proximity with the RFID
reader.

15. A system, comprising:

a plurality of vehicle immobilizing devices, each vehicle
immobilizing device configured to impede vehicle
motion and comprising:

a lock having a latch mechanism that is movable between
locked and unlocked positions, wherein the latch mecha-
nism locks the vehicle immobilizing device and prevents
unauthorized removal of the vehicle immobilizing
device from a vehicle;

a user interface;

memory configured to store an unlock code; and

a processor in communication with the user interface and
memory, wherein the processor controls movement of
the latch mechanism from the locked position to the
unlocked position so that the vehicle immobilizing
device can be removed from a vehicle upon determining
that an unlock code input via the user interface matches
an unlock code stored in the memory; and

a server configured to wirelessly communicate with the
vehicle immobilizing devices, wherein the server gen-
erates an unlock code and an identification code for a
respective vehicle immobilizing device when the
vehicle immobilizing device is utilized to immobilize a
vehicle, wherein the server stores the generated unlock
code and identification code, and wherein the server
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transmits the unlock code to the vehicle immobilizing
device processor for storage in memory.

16. The system of claim 15, wherein the server generates an
unlock code and/or an identification code for a respective
vehicle immobilizing device via a random number generator.

17. The system of claim 15, wherein a vehicle immobiliz-
ing device comprises a clock, and wherein the server gener-
ates an unlock code and/or an identification code for the
vehicle immobilizing device using time and/or date informa-
tion from the clock.

18. The system of claim 15, wherein a vehicle immobiliz-
ing device comprises an environmental sensor that is config-
ured to obtain environmental condition information in a
vicinity of the vehicle immobilizing device, and wherein the
server generates an unlock code and/or an identification code
for the vehicle immobilizing device using environmental con-
dition information from the environmental sensor.

19. The system of claim 15, wherein a vehicle immobiliz-
ing device comprises a Global Positioning System (GPS)
receiver, and wherein

the server generates an unlock code and/or an identification

code for the vehicle immobilizing device using location
information from the GPS receiver.

20. The system of claim 15, wherein the user interface
comprises a display, and wherein a vehicle immobilizing
device processor is configured to receive removal authoriza-
tion information input via a respective user interface and
display an unlock code stored in memory via the display in
response to receiving the removal authorization information.

21. The system of claim 15, wherein a vehicle immobiliz-
ing device processor is configured to receive removal autho-
rization information input via a respective user interface and
move a respective latch mechanism from a locked position to
an unlocked position so that the vehicle immobilizing device
can be removed from a vehicle.

22. The system of claim 15, wherein a respective vehicle
immobilizing device comprises a display and a transceiver,
and wherein the vehicle immobilizing device processor is
configured to:

receive financial payment information;

report the financial payment information to a transaction

approval service via the transceiver;

receive transaction approval or denial from the transaction

approval service via the transceiver; and

display an unlock code stored in memory via the display in

response to receiving transaction approval.

23. The system of claim 15, wherein the server is config-
ured to send a command to a vehicle immobilizing device
processor to cause the processor to move the latch mechanism
from the locked position to the unlocked position so that the
respective vehicle immobilizing device can be removed from
a vehicle.

24. The system of claim 22, wherein the processor is con-
figured to receive financial payment information input via the
user interface.

25. The system of claim 22, wherein a vehicle immobiliz-
ing device comprises a slot for receiving a payment card and
a magnetic stripe reader associated with the slot, and wherein
the vehicle immobilizing device processor is configured to
receive financial payment information from a magnetic stripe
of'a payment card via the magnetic stripe reader.

26. The system of claim 22, wherein a vehicle immobiliz-
ing device comprises a near field communication (NFC)
reader, and wherein the vehicle immobilizing device proces-
sor is configured to receive financial payment information
from an NFC tag in proximity with the near field communi-
cation reader.
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27. The system of claim 22, wherein a vehicle immobiliz-
ing device comprises a radio-frequency identification (RFID)
reader, and wherein the vehicle immobilizing device proces-
sor is configured to receive financial payment information
from an RFID tag in proximity with the RFID reader.

28. A vehicle immobilizing device configured to impede
vehicle motion, comprising:

a lock having a latch mechanism that is movable between
locked and unlocked positions, wherein the latch mecha-
nism locks the vehicle immobilizing device and prevents
unauthorized removal of the vehicle immobilizing
device from a vehicle;

memory configured to store an unlock code; and

a processor in communication with the memory, wherein
the processor is configured to wirelessly receive unlock
codes from a remote source, and wherein the processor
is configured to move the latch mechanism from the
locked position to the unlocked position so that the
vehicle immobilizing device can be removed from a
vehicle when a received unlock code matches an unlock
code stored in memory.

29. The vehicle immobilizing device of claim 28, wherein
the processor is configured to wirelessly receive an unlock
code from a remote source and store the unlock code in
memory.

30. The vehicle immobilizing device of claim 28, wherein
the processor generates an unlock code and stores the unlock
code in memory when the vehicle immobilizing device is
utilized to immobilize a vehicle.

31. The vehicle immobilizing device of claim 28, wherein
the vehicle immobilizing device comprises:

a base; and

a pair of clamping members extending from the base,
wherein the clamping members are movable relative to
each other from an open position wherein a vehicle
wheel can be inserted between the clamping members to
a closed position wherein the clamping members engage
the vehicle wheel to prevent the vehicle immobilizing
device from being removed from the vehicle wheel, and
wherein the latch mechanism locks the clamping mem-
bers in the closed position.

32. The vehicle immobilizing device of claim 30, further
comprising a clock, and wherein the unlock code is generated
using time and/or date information from the clock.

33. The vehicle immobilizing device of claim 30, further
comprising an environmental sensor configured to obtain
environmental condition information in a vicinity of the
vehicle immobilizing device, and wherein the unlock code is
generated using environmental condition information from
the environmental sensor.

34. The vehicle immobilizing device of claim 30, further
comprising a Global Positioning System (GPS) receiver, and
wherein the unlock code is generated using location informa-
tion from the GPS receiver.

35. A system, comprising:

a plurality of vehicle immobilizing devices, each vehicle
immobilizing device configured to impede vehicle
motion and comprising:

a lock having a latch mechanism that is movable between
locked and unlocked positions, wherein the latch mecha-
nism locks the vehicle immobilizing device and prevents
unauthorized removal of the vehicle immobilizing
device from a vehicle;

memory configured to store an unlock code; and

a processor in communication with the memory, wherein
the processor is configured to wirelessly receive unlock
codes from a remote source, and wherein the processor
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is configured to move the latch mechanism from the
locked position to the unlocked position so that the
vehicle immobilizing device can be removed from a
vehicle when a received unlock code matches an unlock
code stored in memory; and

a server configured to wirelessly communicate with the
vehicle immobilizing devices, wherein the server gen-
erates an unlock code and an identification code for a
respective vehicle immobilizing device when the
vehicle immobilizing device is utilized to immobilize a
vehicle, wherein the server stores the generated unlock
code and identification code, and wherein the server
transmits the unlock code to the vehicle immobilizing
device processor for storage in memory.

36. The system of claim 35, wherein the server generates an
unlock code and/or an identification code for a respective
vehicle immobilizing device via a random number generator.

37. The system of claim 35, wherein a vehicle immobiliz-
ing device comprises a clock, and wherein the server gener-
ates an unlock code and/or an identification code for the
vehicle immobilizing device using time and/or date informa-
tion from the clock.

38. The system of claim 35, wherein a vehicle immobiliz-
ing device comprises an environmental sensor that is config-
ured to obtain environmental condition information in a
vicinity of the vehicle immobilizing device, and wherein the
server generates an unlock code and/or an identification code
for the vehicle immobilizing device using environmental con-
dition information from the environmental sensor.

39. The system of claim 35, wherein a vehicle immobiliz-
ing device comprises a Global Positioning System (GPS)
receiver, and wherein

the server generates an unlock code and/or an identification
code for the vehicle immobilizing device using location
information from the GPS receiver.

40. The system of claim 35, wherein the server is config-
ured to send a command to a vehicle immobilizing device
processor to cause the processor to move the latch mechanism
from the locked position to the unlocked position so that the
respective vehicle immobilizing device can be removed from
a vehicle.

41. A system, comprising:

a plurality of vehicle immobilizing devices, each vehicle
immobilizing device configured to impede vehicle
motion and comprising:

a lock having a latch mechanism that is movable between
locked and unlocked positions, wherein the latch mecha-
nism locks the vehicle immobilizing device and prevents
unauthorized removal of the vehicle immobilizing
device from a vehicle;

a user interface;

memory configured to store an unlock code; and

a processor in communication with the user interface and
memory, wherein the processor controls movement of
the latch mechanism from the locked position to the
unlocked position so that the vehicle immobilizing
device can be removed from a vehicle upon determining
that an unlock code input via the user interface matches
an unlock code stored in the memory;

a server; and

a code generation device configured to wirelessly commu-
nicate with the vehicle immobilizing devices and with
the server, wherein the code generation device generates
an unlock code and an identification code for a respec-
tive vehicle immobilizing device when the vehicle
immobilizing device is utilized to immobilize a vehicle,
wherein the code generation device transmits the gener-
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ated unlock code and identification code to the server for
storage, and wherein the code generation device trans-
mits the unlock code to the vehicle immobilizing device
processor for storage in memory.

42. The system of claim 41, wherein the code generation
device generates an unlock code and/or an identification code
for a respective vehicle immobilizing device via a random
number generator.

43. The system of claim 41, wherein a vehicle immobiliz-
ing device comprises a clock, and wherein the code genera-
tion device generates an unlock code and/or an identification
code for the vehicle immobilizing device using time and/or
date information from the clock.

44. The system of claim 41, wherein a vehicle immobiliz-
ing device comprises an environmental sensor that is config-
ured to obtain environmental condition information in a
vicinity of the vehicle immobilizing device, and wherein the
code generation device generates an unlock code and/or an
identification code for the vehicle immobilizing device using
environmental condition information from the environmental
sensor.

45. The system of claim 41, wherein a vehicle immobiliz-
ing device comprises a Global Positioning System (GPS)
receiver, and wherein

the code generation device generates an unlock code and/or

an identification code for the vehicle immobilizing
device using location information from the GPS
receiver.

46. A method of releasing a vehicle immobilizing device
from a vehicle, wherein the vehicle immobilizing device
includes a lock having a latch mechanism that is movable
between locked and unlocked positions, a user interface, a
memory having an unlock code stored therein, a transceiver,
and a processor in communication with the user interface,
memory, and transceiver, and wherein the processor controls
movement of the latch mechanism from the locked position to
the unlocked position, the method comprising:

receiving financial payment information input via the user

interface;

reporting the financial payment information to a transac-

tion approval service via the transceiver;

receiving transaction approval from the transaction

approval service via the transceiver; and

displaying an unlock code stored in memory via the user

interface in response to receiving the transaction
approval from the transaction approval service via the
transceiver.

47. The method of claim 46, wherein the vehicle immobi-
lizing device comprises a slot for receiving a payment card
and a magnetic stripe reader associated with the slot, and
wherein receiving financial payment information comprises
receiving financial payment information from a magnetic
stripe of a payment card via the magnetic stripe reader.
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48. The method of claim 46, wherein the vehicle immobi-
lizing device comprises a near field communication (NFC)
reader, and wherein receiving financial payment information
comprises receiving financial payment information from an
NFC tag in proximity with the near field communication
reader.

49. The method of claim 46, wherein the vehicle immobi-
lizing device comprises a radio-frequency identification
(RFID) reader, and wherein receiving financial payment
information comprises receiving financial payment informa-
tion from an RFID tag in proximity with the RFID reader.

50. The method of claim 46, further comprising moving the
latch mechanism from the locked position to the unlocked
position in response to receiving user input of the unlock code
via the user interface.

51. A method of releasing a vehicle immobilizing device
from a vehicle, wherein the vehicle immobilizing device
includes a lock having a latch mechanism that is movable
between locked and unlocked positions, a user interface, a
transceiver, and a processor in communication with the user
interface and transceiver, and wherein the processor controls
movement of the latch mechanism from the locked position to
the unlocked position, the method comprising:

receiving financial payment information;

reporting the financial payment information to a transac-

tion approval service via the transceiver;

receiving transaction approval from the transaction

approval service via the transceiver; and

moving the latch mechanism from the locked position to

the unlocked position.

52. The method of claim 51, wherein receiving financial
payment information comprises receiving financial payment
information input via the user interface.

53. The method of claim 51, wherein the vehicle immobi-
lizing device comprises a slot for receiving a payment card
and a magnetic stripe reader associated with the slot, and
wherein receiving financial payment information comprises
receiving financial payment information from a magnetic
stripe of a payment card via the magnetic stripe reader.

54. The method of claim 51, wherein the vehicle immobi-
lizing device comprises a near field communication (NFC)
reader, and wherein receiving financial payment information
comprises receiving financial payment information from an
NFC tag in proximity with the near field communication
reader.

55. The method of claim 51, wherein the vehicle immobi-
lizing device comprises a radio-frequency identification
(RFID) reader, and wherein receiving financial payment
information comprises receiving financial payment informa-
tion from an RFID tag in proximity with the RFID reader.
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